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NATURE, MEANING AND EVOLUTION OF AUDITING,
ASSURANCE AND INVESTIGATION

ystablish whether
they 3 e.

Auditing is defined by ation (AAA) as a systematic process of

objectively obtaining and evaluatig' evidence regarding assertions about economic actions and

events to ascertain the degree of correspondence between those assertions and established

criteria and communicating the result to intended users.




A Primary Gbjective;

B  Secondary Gbjective

Bvaluation o eporting and submitting a repart to management
for needed inprovements

Bvaluating and reporting on the likelihood of the business continuing as a gaing concern g

Providing valuable advice to the entity audited on areas such as accounting systens, taxation matters, risk management practices and ot
incidental metters.
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— these are audits required by law The conpanies Act in Ngeria makes it mandatory that conpanies
incorporated under that Act must be audited every year. This statute also specifies the scope of the audit which cannat be
restricted by the owners of the business or by their managers.

— a private audit is not required by law, it is gptional. The person who engaged the auditor will usually agree the
scope of work to be done with the auditor. Bxanples of private audits include the audit of sole traders and partnerships.

— these are audits carried out by enployees of an organization (called internal auditors) to ensure adherence and
conpliance to palicies and contrals established by the management. It is an independent appraisal function established by the
management for the purpose of evaluating the arganization's operations and inproving the effectiveness of management
contrals and governance processes.

- this is an audit carried out by an independent party (non-enployee of the organization). It exarrines the
operations and financial statements prepared by management and reports to owners of the organization. Exanples are the
statutory and private audits.
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DEANTION OF ASSLRANCE

Assurance means confidence. In an assurance engagement, an ‘assurance firmi is engaged by one party to give an gpinion ona
piece of information that has been prepared by anather party. The gpinion is an expression of assurance about the infarmation that
has been reviewed

Assurance can be provided by: audit: this may be external audit, intemal audit or a conbination of the two review.
Assurance provided by audit

An audit provides a high, but not absolute, level of assurance that the audited informmation is free fromany material misstaterent.
This is often referred to as reasonable assurance. The assurance of an audit may be provided by extenal auditors or intermal
auditors.

Assurance provided by review

Areviewis a ‘voluntary investigation In contrast to ‘reasonablée’ level of assurance provided by an audit, a reviewinto an aspect of
the financial statements would provide only a noderate level of assurance that the information under reviewis free of material
misstatement. Areview does not provide the same amount of assurance as an audit.
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)ositive form The

oms inall material

- Annc on expressed in a negative form Limited assurance is

a lower level of assurance. The nature, timing and extent of procedures carried out by the practitioner would be limited conpared with what is
required in a reasonable assurance engageent.
@




Investigation is undertaken to know the essential facts about a matter under inquiry. It is done with
some special purpose of view. It may cover more than one accounting year. It is carried out on behalf

of any party interested in the matter. It is wider in scope. It may be carried out beyond balance sheet. It

Is voluntary. It is required under certain circumstances. It may be conducted at any time in case of

suspicion about any transaction.

l The following are some of the investigations commonly met with in practice.

» Investigation on behalf of an individual or firm proposing to buy a business for investment purpose.

» Investigation on behalf of a bank for credit purpose.

» Investigation for the purpose of business re-organisation and reconstruction or for merger and
acquisition.

» Investigation on behalf of a business where fraud is suspected or known to have taken place etc.

* K\ INVESTIGATION C/
\
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INTERNATIONAL STANDARDS ON AUDITING




INTERNATIONAL STANDARDS ONALDITING

ISA265: Conmrunicating Deficiencies in Intermal Contral to Those Charged with Governance and Managerent

ISA250: Consideration
ISA260: Conmrunication with Those Charged with Governance H}]




ISA 402 Audit Considerations ga Service Organization

. ISA430: Bvaluation of Msstatements ldentified during the Audit



ISA550: Related Pe

ISA560: Subsequent event

ISA57C: Gaing Concern

ISA580: Written Representations
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ISA720: The Auditor's Respo g Audited Anancial Staterments

ISA800: Special Considerations-Audits of Financial Statements Prepared in Accardance with Special Purpose Frameworks

ISA 805 Special Considerations-Audits of Sngle FAinancial Statements and Specific Hements, Accounts or Itens of a Financial Saterrent

ISA810: Engagerents to Repart on Summary Rnancial Statements




PUBLIC SECTOR AUDITING STANDARDS

a
v

and perfarmance of
agencies, organizations, and

entities that recei\ sector auditing is to ensure transparency,

accountability, and the effective use of public resources.




PUBLIC SECTOR AUDITORS




The three main types of public-sectar audit are defined as follows

Fnancial audit focuses on determining whether an entity's financial information is presented in accordance with the applicable financial
reporting and regulatory framework: This is acconplished by obtaining sufficient and appropriate audit evidence to enable the auditor to
express an opinion as to whether the finandial information is free frommaterial misstatement due to fraud or error,

Performance audit focuses on whether interventions, progranmes and institutions are perfarming in accordance with the principles of
econarmy, efficiency and effectiveness and whether there is roomfar inproverent. Performmance is examined against suitable criteria, and the
causes of deviations from those criteria or other problens are analyzed The aim is to answer key audit questions and to provide
reconmendations for inprovement.

Conmpliance audit focuses on whether a particular subject matter is in conpliance with authaorities identified as criteria. Conmliance auditing is
performed by assessing whether activities, financial transactions and information are, in all material respects in conpliance with the
authorities which govern the audited entity. These authorities may include rules, laws and regulations, budgetary resolutions, palicy,
established codes, agreed terms ar the general principles governing sound public- sectar financial management and the conduct of public

officials.
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Auditors should comply with the relevant ethical requirements and be independent. Bhical principles should be erbaodied in an auditor's professional behaviour.

Auditors should maintain appropriate professional behaviour by applying professional skepticism) professional judgment and due care throughout the audit.
auditor's attitude should be characterized by professional skepticism and professional judgenment, which are to be applied when farming decisions about the

appropriate course of action Auditors should exercise due care to ensure that their professional behaviour is appropriate.
Auditors should perfarmthe audit in accardance with professional standards on quality contral.

Auditors should possess ar have access to the necessary skills The individuals in the audit teamshould callectively possess the knowledge, skills and expertise
necessary to successfully conplete the audit. This includes an understanding and practical experience of the type of audit being conducted, familiarity with the

applicable standards and legislation, an understanding of the entity's gperations and the ability and experience to exercise professional judgerment.

Auditors should consider meteriality throughout the audit process Materiality is relevant in all audits. A metter can be judged meterial if knowledge of it wodld
be likely to influence the decisions of the intended users. Determining materiality is a metter of professional judgement and depends on the auditor’s

interpretation of the users needs This judgement may relate to an individual itemor to a group of itens taken together.




COMMON PLBLIC SECTOR ALDITING STANDARDS




PLANNING THE AUDIT

e audit,

ent of the audit




THE KEY STEPS INVOLVED INPLANNING ANALT:




5. Wc ce, schedules,

reconciliatior

6. Staffing requireme

7. Discussions among team members about significant risks.
8. Target dates for completing major segments of the engagement eg consideration of

internal control, audit report, filing of tax returns etc




. Assessing Mat

Bvaluating Intermal Contro
Analyzing Risk Factors:

Docurenting Risk Assessiment:




EXECUTING THE AUDIT

substantive analytical

2 Testing Inter ols, perfomtests of contrdls to
assess the design and opere

npling and Audit Bvidence: Use sanmling techniques to select itens far testing when performing substantive procedures a

/)




ocess to address

6. Reviewe

Review audit workpapers and docurentation to ensure accuracy, conpleteness and commpliance with
professional standards and audit policies. /)




AUDIT AND INVESTIGATION IN A COMPUTERIZED ENVIRONMENT

Yerating audit

anly used in the testing of
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> ‘resident code or ‘enbeddec ctions as they are being processed by the client’'s

f programs. This type of software is called ‘ermbedded audit facilities.
O
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at prevent

processing C or credit limit could be

entered to check the syste . sed primanily for tests of contrd. The

( technique provides evidence that specific application controls are operating effectively in a given system
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ADVANTAGES OF CAATS

actronic

curacy and

a relatively short
udit risk.
O They c trols that are programmed into the

computer software.
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DISADVANTAGES OF CAATS

> keeping prog d software

training audit staff in the use of computer systems to run the CAAT

I
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Understanding the IT Environment: Auditors need a thorough understanding of the organization's IT
infrastructure, including hardware, software, networks, and databases. g

Risk Assessment: ldentify and assess the risks associated with the use of technology, including
cybersecurity risks, data integrity issues, and compliance concerns.

Audit Planning: Develop an audit plan tailored to the organization's IT environment, considering factors
such as system complexity, data sensitivity, and regulatory requirements.

Data Analysis: Utilize specialized tools and techniques to analyze electronic data, such as data
analytics software and computer-assisted audit techniques (CAATs), to identify patterns, anomalies,
and potential areas of concern.

Testing Controls: Evaluate the effectiveness of IT controls, such as access controls, change
management processes, and data encryption, to ensure the security and integrity of information
systems.

Continuous Monitoring: Implement continuous monitoring mechanisms, such as intrusion detection
systems and security information and event management (SIEM) tools, to detect and respond to
cybersecurity threats in real-time.

Reporting: Communicate audit findings and recommendations to management and stakeholders in a

clear and concise manner, highlighting areas of strength and weakness in the organization's T
énvironment.
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1. Incident ldentification: Identify potential incidents or anomalies through monitoring systems,
employee reports, or external alerts.
AN

Preservation of Evidence: Ensure the preservation of digital evidence by following proper forensic
procedures, including securing electronic devices and maintaining chain of custody.

3. Forensic Analysis: Conduct forensic analysis of digital evidence, including examining log files,
recovering deleted files, and tracing network activity, to reconstruct events and identify
perpetrators.

4. Root Cause Analysis: Determine the root cause of the incident, whether it be a cybersecurity
breach, data breach, fraud, or other malicious activity, to prevent recurrence and mitigate future
risks.

9. Legal and Regulatory Compliance: Ensure compliance with legal and regulatory requirements
governing the handling of digital evidence, such as data privacy laws and chain of custody
protocols.

6. Reporting and Remediation: Document findings and conclusions in a comprehensive investigation
report, including recommendations for remediation and improvement of controls to prevent similar
incidents in the future.

(
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Audit review and reporting are critical steps in the audit process to communicate findings and
recommendations to stakeholders. Here's a breakdown of each:

Audit Review:

1. Before finalizing the audit report, it's essential to conduct a thorough
review of the audit workpapers, documentation, and evidence to ensure accuracy, completeness,
and compliance with audit standards and procedures.

2. Reviewers should ensure that the audit was conducted with
independence and objectivity, free from bias or undue influence, and in accordance with
professional auditing standards.

3. For audits in specialized areas or involving complex technical issues,
consider engaging subject matter experts to review the audit findings and conclusions to ensure
technical accuracy and relevance.

4. In multi-disciplinary audits involving different departments or areas
of the organization, conduct a cross-functional review to obtain input and feedback from
stakeholders representing various perspectives and interests.

0. Review the risk assessment process and ensure that audit findings are
aligned with identified risks and priorities, and that appropriate audit procedures were performed
to address significant risks.

6. Verify that audit documentation is comprehensive, well-organized, and
adequately supports the audit findings, conclusions, and recommendations.

(



Audit Reporting:

1. The audit report should be clear, concise, and written in plain
language to ensure that stakeholders can easily understand the findings, conclusions, and
recommendations.

2. Include an executive summary at the beginning of the audit report
summarizing the key findings, conclusions, and recommendations for the attention of senior
management and decision-makers.

3. Provide an overview of the audit scope, objectives, methodology, and
timeframe to provide context for the audit findings.

4. Present the audit findings and conclusions in a structured manner,
organized by audit criteria or areas of focus, and supported by evidence and analysis.

2. Offer practical and actionable recommendations for addressing identified
weaknesses, improving controls, and mitigating risks to help management effectively respond to
the audit findings.

6. Include management's response to the audit findings and
recommendations, indicating whether they agree or disagree with the findings, and outlining their
planned corrective actions and timelines.

1. Distribute the audit report to relevant stakeholders,
including senior management, audit committee members, and other appropriate parties, and
facilitate discussions to ensure understanding and agreement on the findings and
recommendations.




REFERENCES

g Company Ltd.
|

Websites

International Standards C st, Role (wallstreetmojo.com)
https://www.wallstreetmojo.com/audit-plar

https://www.accountingtools.com/articles/audit-sampling.html
https://gridlex.com/a/auditing-standards-in-the-public-sector-special-considerations-
® st7496/?utm_source=gAAAAABmMTi0dx3BCelfHDzeFnNSaJPVSvwLhHdzV1dUflksKAfcpE2kGByq3CDN oy/{?n

7Jbi_3W0VU2Y6hQuZJpZeFWo9in8wg==
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